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INFORMATION SECURITY  POLICY 

Our Information Security Statement 

Euler is committed to protecting the information with which it has been entrusted. This Information Security Policy is 

not intended as a stand-alone document, it is supported by a detailed set of policies and procedures for 

systematically managing our data in order to minimise risk and ensure business continuity by pro-actively limiting the 

impact of a security breach. The ISMS include people and processes which provides organisational direction and 

management confidence that Euler’s critical information assets are appropriately protected.  

 

Our Information Security Objectives for 2024/25 

• Information will be made accessible to authorized personnel only, and it shall always be protected 

against unauthorized access while maintaining its integrity and confidentiality.  

• Business continuity plans will be produced to counteract interruptions to business activities and 

safeguard critical business processes from major failures or disasters, and these plans will be 

maintained and tested.  

• Information security education and awareness will be provided to all staff, and any breaches of 

information security, whether actual or suspected, will be reported, investigated, and reviewed.  

• Known risks to information security will have adequate controls put in place and will be regularly 

reviewed.  

• The organization will ensure compliance with regulatory and legislative requirements. 

 

Euler Senior Management Team Shall: 

• Be accountable for the effectiveness of the ISMS. 

• Ensure the information security policy and objectives are established for the ISMS and are compatible 

with the context and strategic direction of the Company. 

• Ensure that the resources needed for the ISMS are available and training, support and encouragement 

is provided as required. 

• Communicate the importance of effective information security management and conformance to the 

ISMS requirements. 

• Ensuring that the ISMS achieves its intended results. 

• Engage, direct and support persons to contribute to the effectiveness of the ISMS. 

• Promote continuous improvement. 

 

Monitoring & Measuring: 

This policy will be reviewed annually by the Senior Management Team and if deemed necessary it will be 

amended and re-issued. 
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